
 

 

Steuben Area Economic Development Corporation 

7234 Route 54 North 

PO Box 393 

Bath, NY 14810 

 

Board Meeting Notice 

May 14, 2025 

 

  

Steuben Area Economic Development Corporation will hold a Board Meeting at 12:00 

pm on May 14, 2025.  The meeting is open to the public and those wishing to view the meeting 

as it is being held may do so by visiting: 

SAEDC Board of Directors Meeting May 14, 2025 

 

Sincerely,  

Dean Strobel 

Board Chair 

https://us02web.zoom.us/j/83088513840?pwd=ASwG0ebw7pXX4h35LKg5OPaYPbT2cF.1


Steuben Area Economic Development Corporation 
Regular Meeting of the Board of Directors  

Agenda 
May 14, 2025, 12:00 pm 

 
 
 

1. Call to Order – Quorum present     Strobel 
 

2. Secretary’s Report – April 24, 2025, minutes    Davidson 
 

3. Treasurer’s Report –   April financials     Russo 
 

4. New Business 
a) CCC Housing LLC – Housing Refinance   Johnson 
b) IT Policy       Johnson 

    
5. Adjournment        Strobel 

 
 
 
 

 



Steuben Area Economic Development Corporation 
7234 Route 54N, P.O. Box 393, Bath, NY 14810 

Meeting Minutes 
April 24, 2025 

 
I. Call to Order – The Regular Meeting of the Steuben Area Economic Development Corporation was called to 

order at 12:01 pm by Chairman Strobel, who confirmed that there was a quorum present. 
 
Present: Dean Strobel   Chairman 

Kelly Fitzpatrick   Vice Chair  
Tony Russo   Treasurer 
Mark Alger   Member 
Michelle Caulfield  Member 
Sarah Creath   Member 
James Johnson   Executive Director 
Jill Staats   Deputy Director 
Matt Bull   Director of Community and Infrastructure Development 
Kelly Hortman   Administrative Assistant 
Russ Gaenzle   IDA Counsel (via Zoom) 

Absent: Mike Davidson   Secretary 
Guests: Kamala Keeley   Three Rivers Development 
  Nick Ahern   IBEW Local 139 (via Zoom) 
  Ryan Silva   Executive Director NYSEDC (via Zoom) 

Sue Cleland   Steuben County Deputy Clerk 
 
 

II. Oath of Office: Sue Cleland, Deputy Clerk of Steuben County, administered the oath of office to renew 

members, Alger, Strobel, and Fitzpatrick. A motion to approve the Resolution as presented in the Board Packet 

was made by Alger and seconded by Creath. All voted in favor and the motion passed.  

 

III. Secretary’s Report – A motion to approve the March 27, 2025, meeting minutes as presented in the board 
materials was made by Creath and seconded Fitzpatrick. All voted in favor and the motion passed. 

 
IV. Treasurer’s Report – Johnson highlighted the monthly financial reports as presented in the Board Packet. 

Johnson discussed the financing for the CCC housing/dorm project, which was expected to be submitted in the 
next two weeks. The board was asked to consider forgiving the administrative fee on the application. The 
conversation ended with a discussion about the dorm's performance. A motion to approve the financial 
statements as presented was made by Alger and seconded by Creath. All voted in favor and the motion passed. 

 
V. New Business: 

a) Form 990: Johnson reviewed as presented in the board packet. A motion was made by Alger and 
Fitzpatrick seconded the motion.  All voted in favor and the motion passed.   

 
VI. Adjournment – With no further business to discuss, a motion was made by Alger to adjourn the meeting at 

12:18 pm, seconded by Creath. All voted in favor and the motion passed. 
 
Respectfully submitted,  
Dean Strobel 
Chair  









































 

  

AUTHORIZING RESOLUTION 

(Corning Community College Development Foundation, Inc. – Mortgage Recording Tax 

Exemption) 

 

A regular meeting of the Steuben Area Economic Development Corporation was 

convened on Wednesday, May 14, 2025. 

 

The following resolution was duly offered and seconded, to wit: 

 

Resolution No. 05/2025 - __ 

 

RESOLUTION OF THE STEUBEN AREA ECONOMIC DEVELOPMENT 

CORPORATION (i) APPROVING CERTAIN FINANCIAL ASSISTANCE TO 

CORNING COMMUNITY COLLEGE DEVELOPMENT FOUNDATION, 

INC. IN THE FORM OF A MORTGAGE RECORDING TAX EXEMPTION, 

AND (ii) AUTHORIZING THE EXECUTION AND DELIVERY OF 

CERTAIN DOCUMENTS, CERTIFICATES AND AGREEMENTS IN 

CONNECTION WITH SAME  

 

WHEREAS, pursuant to the purposes and powers contained within Section 1411 of the 

Not-for-Profit Corporation Law of the State of New York (the “State”), as amended, and 

pursuant to its certificate of incorporation filed on June 13, 2012, the STEUBEN AREA 

ECONOMIC DEVELOPMENT CORPORATION (the “Corporation”) was established as a 

not-for-profit local development corporation of the State with the authority and power to own, 

lease and sell personal and real property for the purposes of, among other things, acquiring, 

constructing and equipping certain projects exclusively in furtherance of the charitable or public 

purposes of relieving and reducing unemployment, promoting and providing for additional and 

maximum employment, bettering and maintaining job opportunities, instructing or training 

individuals to improve or develop their capabilities for such jobs, by encouraging the 

development of, or retention of, an industry in the community or area, and lessening the burdens 

of government and acting in the public interest; and 

WHEREAS, the Corporation previously assisted CORNING COMMUNITY 

COLLEGE DEVELOPMENT FOUNDATION, INC. (the "Company") with a certain project 

(the "2012 Project") consisting of: (A)(1) the construction and equipping of an approximately 

85,000 square-foot, 320-bed student housing facility and related parking and other improvements 

(collectively, the "2012 Improvements") on an approximately 2.7-acre site on the campus of 

Corning Community College, located at 1 Academic Drive, Town of Corning, Steuben County, 

New York (the "2012 Land"); and (2) the acquisition and installation in and around the 

Improvements of certain items of machinery, equipment and other  tangible personal property 

(the "2012 Equipment", and together with the 2012 Improvements and the 2012 Land, the "2012 

Facility"); and 

WHEREAS, the Company has or will obtain a mortgage loan or loans (collectively, the 

“Mortgage”) to finance and/or re-finance all or a portion of the financing or re-financing of the 

costs of the Facility from a lender to be identified by the Company (the "Financing"); and 
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WHEREAS, the Company has requested that the Corporation provide financial assistance 

in the form of a mortgage recording tax exemption, in the amount of mortgage recording tax due 

on the Mortgage or such other lesser amount as required by law; and 

WHEREAS, pursuant to the New York State Environmental Quality Review Act, Article 

8 of the Environmental Conservation Law and the regulations adopted pursuant thereto at 6 

N.Y.C.R.R. Part 617, as amended (collectively referred to as “SEQRA”), the Corporation must 

satisfy the applicable requirements set forth in SEQRA, as necessary, prior to making a final 

determination whether to undertake the Project. 

NOW, THEREFORE, BE IT RESOLVED BY THE DIRECTORS OF THE 

CORPORATION AS FOLLOWS: 

Section 1. The Corporation hereby finds and determines that the Financing 

constitutes a "Type II" Action pursuant to the New York State Environmental Quality Review 

Act, Article 8 of the New York State Environmental Conservation Law and the regulations 

adopted pursuant thereto at 6 N.Y.C.R.R. Part 617.5(c)(2), as amended and that no further action 

under SEQRA need be taken. 

Section 2. The Chair, Vice Chair and/or Executive Director of the Corporation (each 

an "Authorized Officer") is hereby further authorized, on behalf of the Corporation, to execute, 

deliver and record the Mortgage and any security agreement, UCC-1 Financing Statements and 

all documents reasonably contemplated by these resolutions or required by Lender up to a 

maximum principal amount not to exceed $6,000,000.00 (the “Lender Documents”; and, 

together with the Corporation Documents, the “Project Documents”) and, where appropriate, the 

Secretary or Assistant Secretary of the Corporation is hereby authorized to affix the seal of the 

Corporation to the Project Documents and to attest the same, all with such changes, variations, 

omissions and insertions as the Authorized Officer shall approve.  

 

Section 3. (a) Each Authorized Officer of the Corporation is hereby authorized, 

on behalf of the Corporation, to execute and deliver the Project Documents to which it is a party 

in the forms acceptable to such Authorized Officer.  The execution of the Corporation 

Documents by such Authorized Officer shall constitute conclusive evidence of such approval; 

provided, in all events, recourse against the Corporation is limited to the Corporation’s interest in 

the Project.   

 

(b) Each Authorized Officer is further hereby authorized, on behalf of the 

Corporation, to designate any additional authorized representatives of the Corporation. 

 

Section 4. The officers, employees and agents of the Corporation are hereby 

authorized and directed for and in the name and on behalf of the Corporation to do all acts and 

things required and to execute and deliver all such certificates, instruments and documents, to 

pay all such fees, charges and expenses and to do all such further acts and things as may be 

necessary or, in the opinion of the officer, employee or agent acting, desirable and proper to 

effect the purposes of the foregoing resolutions and to cause compliance by the Corporation with 

all of the terms, covenants and provisions of the documents executed for and on behalf of the 

Corporation. 
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Section 5. The officers, employees and agents of the Corporation are hereby authorized 

and directed for and in the name and on behalf of the Corporation to do all acts and things 

required and to execute and deliver all such certificates, instruments and documents, to pay all 

such fees, charges and expenses and to do all such further acts and things as may be necessary or, 

in the opinion of the officer, employee or agent acting, desirable and proper to effect the 

purposes of the foregoing resolutions and to cause compliance by the Corporation with all of the 

terms, covenants and provisions of the documents executed for and on behalf of the Corporation.  

 

Section 6. Due to the complex nature of this transaction, the Corporation hereby 

authorizes each Authorized Officer to approve, execute and deliver such further agreements, 

documents and certificates as the Corporation may be advised by counsel to the Corporation or 

Harris Beach Murtha Cullina PLLC, as transaction counsel, to be necessary or desirable to 

effectuate the foregoing, such approval to be conclusively evidenced by the execution of any 

such agreements, documents or certificates by such Authorized Officer. 

  

Section 7. These resolutions shall take effect immediately. 

 

The question of the adoption of the foregoing Resolution was duly put to vote on roll call, 

which resulted as follows: 

 

Yea  Nay  Abstain Absent 

 

Mark R. Alger  [ ] [ ] [ ] [ ] 

Sarah Creath   [ ] [ ] [ ] [ ] 

Mike Davidson [ ] [ ] [ ] [ ] 

Michelle Caulfield [ ] [ ] [ ] [ ] 

Kelly Fitzpatrick [ ] [ ] [ ] [ ] 

Anthony Russo [ ] [ ] [ ] [ ] 

Dean Strobel  [ ] [ ] [ ] [ ] 

 

The Resolutions were thereupon duly adopted. 
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SECRETARY’S CERTIFICATION 

(Corning Community College Development Foundation, Inc. – Mortgage Recording Tax 

Exemption) 

 

STATE OF NEW YORK  ) 

     )  ss: 

COUNTY OF STEUBEN )    

 

 I, the undersigned, Secretary of the Steuben Area Economic Development Corporation, 

DO HEREBY CERTIFY: 

 

 That I have compared the annexed extract of minutes of the meeting of the Steuben Area 

Economic Development Corporation (the “Corporation”), including the resolutions contained 

therein, held on May 14, 2025, with the original thereof on file in my office, and that the same is 

a true and correct copy of the proceedings of the Corporation and of such resolutions set forth 

therein and of the whole of said original insofar as the same related to the subject matters therein 

referred to. 

 

 I FURTHER CERTIFY, that all directors of said Corporation had due notice of said 

meeting, that the meeting was in all respects duly held and that, pursuant to Article 7 of the 

Public Officers Law (Open Meetings Law), said meeting was open to the general public, and that 

public notice of the time and place of said meeting was duly given in accordance with such 

Article 7. 

 

 I FURTHER CERTIFY, that there was a quorum of the directors of the Corporation 

present throughout said meeting. 

 

 I FURTHER CERTIFY, that as of the date hereof, the attached resolutions are in full 

force and effect and have not been amended, repealed or modified. 

 

 IN WITNESS WHEREOF, I have hereunto set my hand and affixed the seal, if any, of 

said Corporation this ___ day of ___________________, 2025. 

 

 

 

             

       Secretary 
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Steuben Area Economic Development Corporation 
Cybersecurity and Information Technology Policy 
The Steuben Area Economic Development Corporation (Corporation) has developed a comprehensive 
Cybersecurity and Information Technology Policy to ensure the security, privacy, and effective 
management of its IT resources. This policy covers various aspects including data protection, incident 
response, acceptable use, network security, backup and disaster recovery, end-user security awareness 
training, and governance and compliance. It outlines the Corporation's commitment to safeguarding 
sensitive information, maintaining operational continuity, and complying with relevant federal and state 
regulations while emphasizing the importance of proactive measures, regular audits, and employee 
training to mitigate risks and ensure the integrity and availability of the Corporation's information 
systems. 

Data Protection and Privacy 

1. Purpose 
To outline how we collect, use, disclose, and safeguard information in compliance with applicable federal 
and New York State laws. The Corporation is committed to protecting the privacy and security of personal 
and sensitive information provided by individuals, businesses, and other stakeholders. 
2. Information Collected 

• Personal Identification Information: Name, address, phone number, email address, date of 
birth, Social Security Number, tax identification number, etc. 

• Business Information: Business name, industry, financial information, business address, contact 
information, etc. 

• Financial Information: Income, business tax filings, and other financial data required for 
financing or grant applications. 

• Project Information: Details related to business development projects, development plans, and 
environmental assessments. 

• Other Sensitive Data: Any other personal or business data voluntarily provided to us. 
3. How Information is Used 
To provide services and programs, including financing, grants, tax incentives, and other economic 
development support, including the assessment of eligibility for various programs and services. In 
addition, to assess and improve operations and services, communication with clients and other 
stakeholders, compliance with legal and regulatory requirements and fraud prevention and security. 
4. Data Sharing and Disclosure 

• Service Providers: Third-party vendors assisting with our programs and services, required to 
protect your information in accordance with applicable laws. 

• Government Agencies: Federal, state, or local government agencies as part of program 
requirements, audits, or investigations. 

• Legal Compliance: Information disclosed if required by law, regulation, or legal process. 
• Business Transfers: Data may be transferred in the event of a merger, acquisition, or sale of 

assets. 
5. Data Security 
The Corporation takes the protection of information seriously and uses reasonable physical, technical, 
and administrative security measures to safeguard your data from unauthorized access, use, or 
disclosure. These measures include encryption, secure servers, and access control protocols. 
6. Data Retention 
Data Retention will follow the established Corporation Record Retention Policy. 
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7. Client Rights and Choices 
• Access: Request access to the personal information we hold about you. 
• Correction: Request corrections to any inaccuracies in your personal information. 
• Deletion: Request the deletion of your personal information, subject to legal or contractual 

restrictions. 
• Opt-Out: Opt-out of receiving promotional or marketing communications. 
• Complaints: File a complaint with the New York State Department of Financial Services or the 

appropriate federal Agency. 
8. Cookies and Tracking Technologies 
The Corporation website may use cookies, web beacons, and other tracking technologies to enhance 
user experience and analyze site traffic. The use of cookies can be controlled through browser settings. 

Acceptable Use 

1. Purpose 
To establish guidelines for the appropriate use of technological resources, systems, and services 
provided by the IDA. 
2. Scope 
Applies to all employees, contractors, vendors, consultants, and any other individuals granted access to 
the IDA’s technological resources including computers, networks, email, internet access, and any other 
equipment or systems owned, operated, or maintained by the IDA. 
3. Prohibited Activities 

• Illegal Activities: Engaging in any activity that violates federal, state, or local laws. 
• Unlawful Content: Accessing, distributing, or storing illegal, offensive, defamatory, or sexually 

explicit materials. 
• Unauthorized Access: Attempting to gain unauthorized access to systems, accounts, or data. 
• Malicious Activities: Deliberate creation, introduction, or dissemination of viruses, malware, or 

other harmful software. 
• Infringement of Intellectual Property: Using or distributing software, music, videos, or other 

content in violation of copyright laws. 
• Disruption of Service: Using systems or networks in a way that causes or may cause disruption to 

services or resources for others. 
5. Confidentiality 
All users are expected to respect the confidentiality and privacy of data and information. Sharing or 
disclosing sensitive information to unauthorized individuals or entities is strictly prohibited. 
6. Internet Access, Email, and Communication Systems 
Internet access is provided to employees for business-related purposes. Personal internet usage should 
be kept to a minimum and must not interfere with work responsibilities. Users are prohibited from 
accessing websites or using Corporation communication systems for the promotion of illegal activities, 
hate speech, gambling, harassment, solicitation, or any form of abusive communication. 

Network Security and Monitoring  

1. Purpose 
To outline security measures and monitoring practices to safeguard the Corporation’s network 
infrastructure. The policy aims to protect critical data, including personally identifiable information (PII), 
financial records, and intellectual property, from unauthorized access, cyber threats, and data breaches. 
2. Network Access Control 
Network access will be granted only to authorized personnel. The following guidelines apply: 
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• Authentication: Multi-factor authentication (MFA) must be enabled for accessing sensitive 
systems or data. 

• Authorization: Access permissions will be granted based on the principle of least privilege. 
• Role-Based Access Control: Employees and contractors will have access only to the resources 

necessary for their roles. 
• Users must take all reasonable precautions to secure devices and accounts, including using 

strong passwords and updating them regularly. 
• Sharing login credentials, leaving devices unattended while logged in, or allowing others to use a 

personal account is prohibited. 
3. Security Monitoring 
The corporation will deploy and maintain security monitoring tools to detect and respond to threats. 
4. Data Protection and Encryption 
Sensitive data must be encrypted both at rest and in transit using industry-standard protocols. Regular 
encrypted backups of critical data are also required. 

Incident Response, Backup, and Disaster Recovery 

1. Purpose 
To establish guidelines and procedures for identifying, responding to, and managing security incidents 
and to ensure that the Corporation can recover its critical business functions and sensitive data in the 
event of an unexpected incident, disaster, or failure.  
2. Incident Detection and Reporting 
Employees and contractors report suspected incidents immediately; reports include description, 
date/time, affected systems, and actions taken. Reports should include a description of the incident, the 
date and time of occurrence, any affected systems, and any actions taken to mitigate the incident. 
3. Backup Procedures 

• Backup Storage and Frequency: Per Microsoft 365 protocols. 
• Backup Security: All backup data will be encrypted using industry-standard encryption protocols. 

Access to backup data will be restricted to authorized personnel only. 
4. Disaster Recovery Procedures 

• Incident Response and Recovery Activation. In the event of a disaster, an Incident Response 
Team (IRT) will be formed and assigned roles, including recovery of systems, communication, and 
coordination with external stakeholders. 

• Data Restoration Process. The disaster recovery team will restore data from backups starting 
with the most critical systems, ensuring the restoration of key services first. Restoration of full 
systems will be carried out from cloud-based backups if on-site infrastructure is unavailable. 

• Alternate Site/Failover Solutions. A secondary disaster recovery site will be maintained (either in 
the cloud or at a physical location) to support business continuity operations in case the primary 
site is unavailable. Cloud-based systems should have failover mechanisms to ensure minimal 
downtime. 

End User Security Awareness Training 

1. Purpose 
To ensure that all employees, contractors, and relevant stakeholders within the Corporation understand 
their roles and responsibilities in protecting the organization's information systems and data. 
2. Training Objectives and Content. Overview of Cybersecurity, Social Engineering and Phishing 
Awareness, Strong Password Practices, Safe Use of Devices and Networks, Data Protection and Incident 
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Response and/or other information technology related information that is in compliance with the NYS 
SHIELD Act (Stop Hacks and Improve Electronic Data Security Act) of 2019. 

Governance and Compliance 

1. Purpose 
To ensure confidentiality, integrity, and availability of the Corporation’s information systems and data. 
This policy sets forth the standards for compliance with applicable cybersecurity and IT regulations and 
mandates the regular audit of IT systems to identify and address risks. The policy aligns with federal and 
state laws, including New York State’s cybersecurity requirements (23 NYCRR 500), as well as industry 
standards and best practices. 
2. Scope 
This policy applies to all employees, contractors, vendors, systems, networks, applications, and data 
owned or operated by the IDA, including but not limited to financial systems and records, project data, 
employee records, contractor and vendor data, any other data critical to the daily operations of the IDA. 
The policy covers incidents involving cyber threats, physical security breaches, data breaches, system 
outages, and other security-related events. 
3. Regulatory and Cybersecurity Compliance Requirements 
The Corporation will adopt an IT security governance framework that includes policies, procedures, 
standards, and risk management practices based on NIST, ISO, or other industry standards. 

• New York State Cybersecurity Regulations (23 NYCRR 500): Compliance with the NYDFS 
regulations for financial institutions and related entities in New York, ensuring the protection of 
nonpublic information. 

• National Institute of Standards and Technology (NIST) Cybersecurity Framework: Adopting 
best practices from NIST to protect the confidentiality, integrity, and availability of critical 
infrastructure. 

• Federal Information Security Modernization Act (FISMA): If applicable, adherence to FISMA and 
related Federal Information Processing Standards (FIPS). 

• General Data Protection Regulation (GDPR): For handling any personal data from EU residents, 
ensuring compliance with data protection requirements. 

4. Policy Review and Update 
This policy will be reviewed at least annually, or more frequently if necessary due to changes in laws, 
regulations, or the organization's IT infrastructure. Updates will be made to address evolving 
cybersecurity threats, compliance requirements, or operational changes. 
5. Security Audits and Assessments 
The Corporation will perform regular internal and external security audits to evaluate the effectiveness of 
the network, cybersecurity, and information technology infrastructure. 
6. Enforcement and Monitoring 
The Corporation reserves the right to monitor the use of its technological resources to ensure 
compliance with this policy. Any violation of this policy may result in disciplinary action, up to and 
including termination of employment or contractual relationships, as well as legal action if warranted. 
The Corporation also reserves the right to temporarily suspend access to its systems or services during 
investigations of potential violations. 
5. Exceptions 
Approved by the Executive Director and documented with justification. 
 


